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The principal concern of Intelligent Emergency Medical Support and Critical Care (iEMS) is and always has been the health 
of patients who utilise our health services. A high level of trust and confidentiality is required to ensure the confidence of 
the patients we serve.  
 
The Privacy Amendment (Private Sector) Act 2000 extended the operation of the Federal Privacy Act 1988 to include the 
private health sector throughout Australia. Going forward, patients will be assured that their privacy will be protected 
when utilizing our services. 
 
COLLECTION, USE AND DISCLOSURE 
iEMS recognize that the information we collect is often of a highly sensitive nature and as an organisation iEMS have 
adopted the highest privacy compliance standards relevant to ensure personal information is protected. 
  
iEMS may collect personal information (including health information) regarding patients for the purpose of providing 
medical services and treatment to patients. Personal information collected will generally include: the patient's name, 
address, telephone number and Medicare number; health care fund; current drugs or treatments used by the patient; 
previous and current medical history, including where clinically relevant a family medical history, and the name of any 
health service provider or medical specialist to whom the patient is referred, copies of any letters of referrals and copies 
of any reports back.  
 
WE MAY ACCESS INFORMATION 
• Provided directly by the patient 
• Provided on the patient's behalf with the patient's consent 
• From a health service provider who refers the patient to iEMS 
• From health service providers to whom patients are referred 
 
PERSONAL INFORATION COLLECTED BY US MAY BE USED OR DISCLOSED 
• For the purpose the patient was advised of at the time of collection of the information by us 
• As required for delivery of the health service to the patient 
• As required for the ordinary operation of our services (i.e. to refer the patient to a medical specialist or other health 

service provider or for clinical quality assurance and clinical governance processes) 
• As required under compulsion of law (such as mandatory reporting requirements) 
• Where there is a serious and imminent threat to an individual’s life, health, or safety; or a serious threat to public 

health or public safety.  
 
Other than as described in this Policy or permitted under the National Privacy Act, iEMS uses its reasonable endeavors to 
ensure that identifying health information is not disclosed to any person.  
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iEMS keep health information for a minimum of 7 years from the date of last entry in the patient record (unless the 
patient was a child in which case the record must be kept until the patient attains or would have attained 25 years of 
age). This is because we are required to maintain such records under some laws.  
 
Because of the sensitive nature of the information collected by us to provide its services, extra precautions are taken to 
ensure the security of that information.  
 
iEMS require all our employees and contractors to observe obligations of confidentiality in the course of their 
employment/contract. All iEMS employees and independent contractors are required to sign a confidentiality undertaking. 
 
IEMS MAY REFER PATIENTS TO THE FOLLOWING SERVICES 
• Pathology services  
• Radiology services 
• Public or private hospitals 
• Day procedure centres 
• Specialist medical practitioners and other health providers involved in the relevant patient's care which may include 

surgeons, nurses, medics, paramedics, occupational therapists, pharmacists, physiotherapists, psychologists, 
dieticians, audiologists, podiatrists and ambulance services.  

 
Secondary purposes which are directly related to the primary purpose of collection for which iEMS may use or disclose 
personal information may be for quality assurance, training, billing, liaising with government offices regarding Medicare 
entitlements and payments and as may be required by our insurers.  
 
We also collect information about the practitioners who provide services under iEMS clinical direction. This information is 
collected directly from or with the agreement of the practitioner. This information includes the name, address, 
qualifications and experience of the practitioner.  
 
ACCESSING YOUR INFORATION, COMPLAINTS OR OBTAINING FURTHER INFORMATION 
If an individual wishes to: 
• Complain to us about a breach of privacy 
• Access his or her own information held by us 
• Correct any information held by us concerning his or her own information 
• Find out more about how we deal with personal information, that individual can contact the iEMS privacy office via 

email: admin@iems.net.au  
 
COMMITMENT 

   
Reece Ravlich Bruce Campbell FACEM Wade Bloffwitch MPA 
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